
1337.110-70 Personnel security processing
requirements.

(a) CAM 1337.70 establishes procedures for personnel security processing for contractors
performing services on or within a Department of Commerce facility or through an information
technology (IT) system, as required by the Department of Commerce Security Manual and
Department of Commerce Security Program Policy and Minimum Implementation Standards.

(b) Insert clause 1352.237-70, Security Processing Requirements - High or Moderate Risk Contracts,
in all service contracts designated as High or Moderate risk that will be performed on a DOC facility
or when the contractor will access a DOC IT system.

(c) Insert clause 1352.237-71, Security Processing Requirements - Low Risk Contracts, in all service
contracts designated as Low Risk that will be performed on or within a Department of Commerce
facility or when the contractor will access a DOC IT system.

(d) Insert clause 1352.237-72, Security Processing Requirements - National Security Contracts, in all
service contracts designated as National Security Contracts that will be performed on or within a
Department of Commerce facility or when the contractor will access a DOC IT system.

(e) Insert clause 1352.237-73, Foreign National Visitor and Guest Access to Departmental
Resources, in all DOC solicitations and contracts for services where foreign national access to any
DOC facility or DOC IT system is required. The language of the clause may only be modified by
adding more restrictive agency or operating unit counsel-specific guidance.
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